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[bookmark: _GoBack]E-Discovery Checklist for Civil Cases
What is the Goal of the request?

What kinds of hardware/locations need to be reviewed?		
· Desktops/laptops 
· Servers
· Cellular/mobile devices 
· Tablets
· Monitoring systems such as video cameras, fob access logs
· Offsite storage systems such as Dropbox, Google docs and backupmypc.com
· Social networking sites
· Backup devices that contain data during the date/time range in question
· Other:
What type of data needs to be searched?
· Emails 
· Text messages
· Office documents 
· Internet browsing history
· Social media 
· Instant messaging and online voice/video conferencing
· Office databases 
· Use of questionable software and computer techniques
· Cover up techniques like over use of rollbacks, manipulation of computer clocks, deleting files, use of encryption, etc.
· Other: 

What is the date range in question?  
· Starting:        Date: _____/_____/______   Time: ________________________
· Ending:         Date:  _____/_____/______   Time:________________________
What will be the impact on the business whose ESI is requested?
· Is the business currently operating?  If so, will taking their system offline for collection cause compounding financial loss?   $ _________ / per hour
· Can the data be “Live Collected” by the E-Discovery team?      
· Onsite   or   Remotely
· Does the business have complete backups that contain the data in question?
· Does the business have its own E-Discovery plan? 
· If so, will a 3rd party need to review that plan before acceptance?
· Will the electronic systems need to be placed “on hold” and unused until preservation/collection is completed?
· Can the hardware or drives be taken or shipped offsite to preserve and collect, thus reducing E-Discovery costs of travel and onsite labor?
· Will the data possibly contain copy written, HIPPA, and/or private information that will need to be redacted?
· What are the expected costs for both parties?   
E-Discovery Team Assignments 
· Define the Search Parameters for each item of discovery.
· All data containing word combination,   “John Smith”  “failed”  “sorry” “oops”
· All files created between dates __/__/____ and  __/__/____  by user “Harry Shmo”
· All sales data relating to returns greater than $50 and employee work schedules.
· ________________________________________________________________
· Will the E-Discovery team need to report progress to the court during the process or when finished with production?
· After the case has closed how long should the E-Discovery team hold onto the data?  
· Who will be responsible for long term storage fees?
· Will a privileged log be allowed; if so who should have access to that log? 
· Judge - In Camera Review
· Special Master
· ESI property legal owners
· What formats should the production be presented in?
· Image Files:   TIFF?
· Txt Files:    TXT?
· Document Files:  PDF?
· Uncompressed Video Format:  AVI?
· Uncompressed Audio:  WAV?
· Worksheet Table:   CSV?
· Data presented in native formats?
· Produce Load Files?
· Summation, Concordance, CaseMap, Other?
· Number of reviewers/copies to produce    
· What kinds of documentation should be included in the E-Discovery Team’s report?
· Log of collection process
· Queries used to search the data
· Work log of team
· Will the E-Discovery Team also be used as Data Specialist by either side to give their professional opinion on the results of the discovery?
